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ABSTRACT 

 Over decades, with the advent of new technologies into the market, connectivity between people and 

resources is increasing in an unprecedented scale. Applications started collecting data and devices started 

exchanging data between themselves to provide us with a comfortable life. However, it also brought certain 

concerns along with it. Some of the prime concerns are security and data storage. The data is being generated at 

such an exponential scale that shortage of data storage devices may be imminent. There are various applications in 

real life where data storage has become a problematic issue. This application of smart surveillance system is 

focused on reducing data redundancy by using smart human recognition. This paper aims to elaborate the various 

techniques, which are used to enable this application to mitigate data storage issues by reducing data redundancy 

INTRODUCTION 

Humans have come a long way in terms of development and technological advancements played a major role in it. 

The technologies that exist today would have been considered as magic a few decades ago. The technological 

advancements that we have been through have skyrocketed and are increasing in an unprecedented scale. We have 

got a smart solution for almost everything, today [1]. Technology did not only make things possible for us, it made 

life a lot easier and even luxurious. We have a dedicated application or a device for almost everything now. Data 

sharing between humans and computers and different devices has become a lot more convenient and possible these 

days. Living among the swarm of devices interconnected with each other, either directly or indirectly has its fair 

share of disadvantages of concerns. With the amount of data being collected by devices, applications and networks, 

privacy and security are majorly at risk [2][11]. 

 It is imperative that the technology is supposed to facilitate the lives of people, but not at the cost of their 

privacy and security. Because luxury at the cost of one ‘s safety and security are not worth it. Security is a major 

concern these days at every place, and one cannot take any chances regarding it. To address this concern and ensure 

safety, organizations use surveillance cameras [3][12]. There proved to be effective but, there are quite a number of 

limitations for using these devices practically, in real life. One of the major concerns is the data storage capacities. 

One should have higher data storage capacities to store the amount of data produced in the form of video by these 

devices. The data produced increases significantly if multiple surveillance cameras are installed to ensure safety 
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[13]. So, generally organisations only keep store of data corresponding to a few time periods of the past. They 

simply delete any data corresponding to the time beyond the time period [4]. 

 However, it is an unsafe practice to do so as this may erase the only evidence of the day after a particular 

amount of time. If the organisation needs the data beyond the time period for any reason, they can ‘t get it, because it 

is no more and is deleted. By using the power of modern computing and advanced algorithms, it is possible mitigate 

this issue to a significant extent. Most of the recorded footage is useless for any purposes and so, instead of 

recording continuous video, we can enable the device to click pictures only when they are necessary [14]. By the 

utilisation of modern machine learning techniques, we can enable a camera to detect humans and save a picture on 

detecting them. This could reduce the data storage issues to a greater extent without having to trade data for duration 

of recording and the purpose of the device, in the first place [5]. 

 

LITERATURE SURVEY 

 In this proposed technique, Big data applications are taking up the majority of space in industry and 

research. Video feeds from CCTV cameras are just as important as other kinds of big data, such as medical data and 

social media data. CCTV cameras are installed in all areas where security is a high priority for security reasons. 

Security may be characterised in a variety of ways, including theft detection, violence detection, and so on. Security 

plays a vital part in most highly guarded regions in a real-time setting. Using deep learning ideas, this study explores 

identifying and distinguishing the face traits of people. The basics of deep learning are covered in this work, which 

begin with object detection, action detection, and identification [15]. Existing approaches have problems that are 

highlighted and summarised. Because of its wide range of applications, the available scope for increase in accuracy 

and process speed due to hardware innovation, and the increasing availability of vast and accessible databases, facial 

recognition and verification are a hot topic in research [6]. 

 As a result, literature reviews are undertaken on a periodic basis in order to conceal these shifts. However, 

due to the wide range of facial recognition methods used, most studies focus on a single issue or group of concerns 

rather than examining the entire range of prevalent methods. Many recent surveys, for example, have particularly 

addressed a number of approaches that have attempted to achieve rotation. Face recognition algorithms have been 

examined from a variety of perspectives in other works [16]. However, these surveys don't include all of the current 

identity verification approaches, and they don't always include the most up-to-date databases and benchmarks, such 

as the Mega Face Challenge benchmark [7]. 

 In this proposed technique, this study examines the use of Python in a smart surveillance monitoring 

system. In today's world, video surveillance is crucial in terms of security [17]. High-end cameras are required in 

commercial locations, schools and hospitals, warehouses, and other demanding indoor and outdoor situations. 

Current technologies necessitate RFIDs, which are pricey, and therefore the security domain [8]. 

SYSTEM ANALYSIS AND PROPOSED SYSTEM 

System Analysis 

Existing System: 
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 In the existing system, the video surveillance system is designed for human operators to observe protected. 

 Space or to record video data for further detection. 

 But watching surveillance video is a laborintensive need to be controlled. 

 It is also a very tedious and time-consuming job and human observers can easily lose attention. 

 Continuous monitoring of videos is difficult and tiresome for humans. 

 Intelligent surveillance video analysis is a solution to laborious human task. 

 Intelligence should be visible in all real-world scenarios. 

 Maximum accuracy is needed in object identification and action recognition. 

 Tasks like crowd analysis are still needs lot of improvement. 

 Time taken for response generation is highly important in real world situation. 

 Prediction of certain movement or action or violence is highly useful in emergency situation like stampede. 

 Availability of huge data in video forms. 

Proposed System: 

 In this paper, detection of humans using complex machine learning processes is achieved to optimise data 

storage requirements and reduce the requirement for multiple data storage facilities. Humans possess some 

distinctive visible features that differentiate them from everything or everyone else [18]. Some of those features are 

as follows: an upright body in standing position with two limbs on the sides and two limbs supporting the frame, a 

head on top of the body attached by neck, no tail or fur on body, forehead-to-chin distance to ear-to-ear distance 

ratio etc. Various such unique features are utilised by data scientists to uniquely identify humans electronically. 

Several such features are identified and embedded into proto text files for elastic usage. These features are utilised 

for use with Convolutional Neural Networks [9]. 

 

System Architecture 
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 IMPLEMENTATION 

Modules: 

1. Upload CIFARIO Dataset 

2. Run modified CNN with global color histogram 

3. Run modified CNN local binary patterns 

4. Run modified CNN HOG 

5. Run modified CNN SVM 

6. Upload Video and detect Object 

Modules Description: 

1. Upload CIFARIO Dataset: Firstly, user need to upload the CIFARIO Dataset into the project using this module. 

2. Run modified CNN with global color histogram: after uploading the video dataset in the first module, through this 

module Run modified CNN with global colout histogram it will provide you the graph showing Global colour 

histogram Accuracy and modified CNN Accuracy [10]. 

3. Run modified CNN local binary patterns: next, with this module user can get idea of the graph between local 

binary patterns accuracy and mofied CNN. 

4. Run modified CNN HOG: with this module user can get idea of the graph between Histogram of Oriented 

Gradients accuracy and mofied CNN. 

5. Run modified CNN SVM: with this module user can get idea of the graph between SVM accuracy and CNN 

accuracy. 

6. Upload Video and detect Object: Finally, Upload the video through this module and it will detect the object 

accurately using different algorithms 
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CNN accuracy as 95% and Global Color accuracy as 80% and in above graph we can see accuracy comparison 

between both algorithm and now click on ‘Run Modified CNN with Local Binary Pattern’ button to calculate CNN 

and LBP accuracy 

 

CNN with SVM got 95.38 and alone SVM got 94.55% accuracy and now all algorithms models are ready and now 

upload video and detect and identify object from video by clicking on ‘Upload Video & Detect Object’  

 

  

 

CONCLUSION AND FUTURE WORK 

 The technologies utilized in this paper, mentioned above, are easy to avail and to learn, yet, they are highly 

effective. The underlying concepts in this report are harder to master and implement to provide a solution for a real-
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life scenario, but the utilization of python has made significantly easier. This proposed concept has greater scope for 

future projects and can bring revolutionary changes in terms of data storage, in the field of surveillance. This paper 

is devised and developed with effective implementation of efficiency, in mind. It could potentially save a lot of 

money and resources for the people who could replace the traditional methods with this. This technology can be 

further developed for specific scenarios, in scope and could effectively provide a solution for one of the burning 

issues of today‘s era, the data storage. Because, with so many devices communicating and sharing data with each 

other endlessly, the infrastructure necessary to store the data is getting exhausted at a higher rate. So, a smart 

solution is necessary to this issue and this project proposes a smart solution that works with higher efficiency. 

 

 REFERENCES 

 

[1] [Online]. Available: https://safeatlast.co/blog/burglary-statistics/#gref 

[2] Q. I. Sarhan, ”Systematic Survey on Smart Home Safety and Security Systems Using the Arduino Platform,” in 

IEEE Access, vol. 8, pp.128362-128384, 2020, doi: 10.1109/ACCESS.2020.3008610. 

[3] [Online]. Available: https://codeforbillion.blogspot.com/2017/10/evolutionof-internet-of-thingsiot.html 

[4] J. Kumar, S. Kumar, A. Kumar and B. Behera, ”Real-Time Monitoring Security System integrated with 

Raspberry Pi and e-mail communication link,” 2019 9th International Conference on Cloud Computing, Data 

Science Engineering (Confluence), Noida, India, 2019, pp. 79-84, doi: 10.1109/CONFLUENCE.2019.8776971. 

[5] A. Nag, J. N. Nikhilendra and M. Kalmath, ”IOT Based Door Access Control Using Face Recognition,” 2018 

3rd International Conference for Convergence in Technology (I2CT), Pune, 2018, pp. 1-3, doi: 

10.1109/I2CT.2018.8529749. 

[6] R. Sarmah, M. Bhuyan and M. H. Bhuyan, ”SURE-H: A Secure IoT Enabled Smart Home System,” 2019 IEEE 

5th World Forum on Internet of Things (WF-IoT), Limerick, Ireland, 2019, pp. 59-63, doi: 10.1109/WF-

IoT.2019.8767229. 

[7] Z. Liu, M. Wang, S. Qi and C. Yang, ”Study on the Anti-Theft Technology of Museum Cultural Relics Based on 

Internet of Things,” in IEEE Access, vol. 7, pp. 111387-111395, 2019, doi: 10.1109/ACCESS.2019.2933236. 

[8] M. Sahu and R. Dash, ”Study on Face Recognition Techniques,” 2020 International Conference on  

Communication and Signal Processing (ICCSP), Chennai, India, 2020, pp. 0613-0616, doi:  

10.1109/ICCSP48568.2020.9182358. 

[9] K. Bhargavi. An Effective Study on Data Science Approach to Cybercrime Underground Economy Data. Journal 

of Engineering, Computing and Architecture.2020;p.148.  

[10] [21] M. Kiran Kumar , S. Jessica Saritha. AN EFFICIENT APPROACH TO QUERY REFORMULATION IN 

WEB SEARCH, International Journal of Research in Engineering and Technology. 2015;p.172 

 [11] K BALAKRISHNA,M NAGA SESHUDU,A SANDEEP. Providing Privacy for Numeric Range SQL Queries 

Using Two-Cloud Architecture. International Journal of Scientific Research and Review. 2018;p.39  

[12] K BALA KRISHNA, M NAGASESHUDU. An Effective Way of Processing Big Data by Using Hierarchically 

Distributed Data Matrix. International Journal of Research.2019;p.1628 

International Journal of Engineering Science and Advanced Technology (IJESAT) Vol21 Issue 7,2021

ISSN No: 2250-3676 www.ijesat.com Page 75



 

[13] P.Padma, Vadapalli Gopi,. Detection of Cyber anomaly Using Fuzzy Neural networks. Journal of Engineering 

Sciences.2020;p.48. 

[14] Kiran Kumar, M., Kranthi Kumar, S., Kalpana, E., Srikanth, D., & Saikumar, K. (2022). A Novel 

Implementation of Linux Based Android Platform for Client and Server. In A Fusion of Artificial Intelligence and 

Internet of Things for Emerging Cyber Systems (pp. 151-170). Springer, Cham. 

[15] Kumar, M. Kiran, and Pankaj Kawad Kar. "A Study on Privacy Preserving in Big Data Mining Using Fuzzy 

Logic Approach." Turkish Journal of Computer and Mathematics Education (TURCOMAT) 11.3 (2020): 2108-

2116. 

[16] M. Kiran Kumar and Dr. Pankaj Kawad Kar. “Implementation of Novel Association Rule Hiding Algorithm 

Using FLA with Privacy Preserving in Big Data Mining”. Design Engineering (2023): 15852-15862 

[17] K. APARNA, G. MURALI. ANNOTATING SEARCH RESULTS FROM WEB DATABASE USING IN-

TEXT PREFIX/SUFFIX ANNOTATOR, International Journal of Research in Engineering and Technology. 

2015;p.16. 

[18] G. Singh and A. K. Goel, ”Face Detection and Recognition System using Digital Image Processing,” 2020 2nd 

International Conference on Innovative Mechanisms for Industry Applications (ICIMIA), Bangalore, 

India, 2020, pp. 348-352, doi: 10.1109/ICIMIA48430.2020.9074838. 

 

International Journal of Engineering Science and Advanced Technology (IJESAT) Vol21 Issue 7,2021

ISSN No: 2250-3676 www.ijesat.com Page 76


